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Bid Notice Abstract

Request for Quotation (RFQ)

Reference Number 5334476

Procuring Entity BUREAU OF THE TREASURY

Title RENEWAL OF ANTI VIRUS SOFTWARE LICENSES SUPPORT FOR THE VIRUS PROTECTION OF
COMPUTER ASSETS OF THE BUREAU OF THE TREASURY

Area of Delivery Metro Manila

Solicitation Number: 2018-05-0215 MISS

Trade Agreement: Implementing Rules and
Regulations

Procurement Mode: Negotiated Procurement -
Small Value Procurement
(Sec. 53.9)

Classification: Goods

Category: Information Technology

Approved Budget for the
Contract:

PHP 791,648.00 

Delivery Period:

Client Agency:

Contact Person: Mr. Clarence Bolante Bunan
 Administrative Officer III

 Ayuntamiento Building,
Cabildo St., cor. A. Sorian

 Intramuros, Manila
 Manila

 Metro Manila
 Philippines 1002

 63-2-6632206
 63-2-5247008
 cbbunan@treasury.gov.ph

Status Closed

Associated Components 1

Bid Supplements 0

Document Request List 11

Date Published 07/05/2018

Last Updated / Time 07/05/2018 00:00 AM

Closing Date / Time 10/05/2018 12:00 PM

Description
 
RENEWAL OF ANTI VIRUS SOFTWARE LICENSES SUPPORT FOR THE VIRUS PROTECTION OF COMPUTER ASSETS OF
THE BUREAU OF THE TREASURY

  
BRIEF DESCRIPTION:

 This project calls for the renewal of the Anti-virus software licenses support for the endpoint protection of BTr
desktops and laptops Bureauwide.

  
ANTIVIRUS SOFTWARE LICENSES AND SUPPORT

 Quantity: 1,384
 General features:

 1. Management console to provide management functionalities
 2. Module for physical desktops and laptops

 3. Module for virtualized environments. An antimalware product created especially for a virtualized environment
  

Management Console:
 1. Installation and Configuration

 a. Single virtual applaince (virtual image) with all roles/services
  

2. General features:
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a. Flexible licensing (separate key for every service allowing different number of licensed objects and different
expiration dates, history of all entered keys).

  
3. Dashboard for monitoring and reporting

 a. Based on configurable portlets, where it can be specified the name, type of report, target of the report, specific
options for every report type.

  
4. Network Inventory - security management tasks:

 a. Integrates with Active Directory. Can define the synchronization time interval.
 b. Remote deployments and uninstall

  
5. Policies

 a. Single template for every service.
  

 
Protection for Physical Workstations and Servers

 1. Management and remote installation
 a. The installation on machines from a remote location will be performed using an existing installed client in these

locations to minimize WAN traffic.
 b. Have the possibility to select which client will discover the other computers in the network

  
2. The main features and functionality of antivirus and antispyware module

 a. Automatic real-time scanning can be set to not scan archives or files larger than "x" MB file size be defined by the
administrator of the solution, can also be defined the maximum depth (16 levels) for scanning.

 b. In order not to overload system resources, the antivirus product can be configured to use in the cloud scanning
and partially, the local scanning. More that that, if the system doesn't have enough hardware resources, the antivirus
can be configured to offload the scan to a scanning server.

  
3. Data Protection

 a. Allows blocking confidential data (pin card, bank account, etc.) for both HTTP and SMTP, by creating specific rules.
  

4. User Control
 a. The console will have integrated a user control module with the following features:

 -Blocking Internet access for specific clients or client groups.
 -Blocking access to certain applications.

 -Blocking internet access for certain periods of time
 -Block web pages that contain certain keywords

 -Allow acces to specific web pages specified by the administrator.
 -Restricting access to certain websites by some predetermined categories (e.g. online dating, violence etc.)

  
 
Security for Smartphone Devices

 1. Features:
 a. Allows associating a device with an Active Directory user.

 b. Installation is done by sending an email to user, with installation details.
 c. Device activation to management console will be performed using a QR code.

  
System Requirements:

 1. Workstation operating system
 a. Windows 8.1, Windows 8, Windows 7, Windows Vista (SP1), Windows XP (SP3), Mavericks (10.9x), Mountain Lion

(10.8.x), Lion (10.7.x)
  

2. Server operating system
 a. Windows Server 2012 R2, Windows Server 2012, Windows Server 2008 R2, Windows Server 2008

  
Comprehensive protection for desktops, laptops, servers and mobile devices plus security and anti-spam for
exchange mailboxes

  
Endpoint protection

  
management server software centralized deployment

  
 
TECHNICAL SUPPORT

 1. Installation and configuration of the management software
 2. Installation and/or .dat file update for central office target installations

 3. 24x7 phone, email and remote support
 4. 8x5 onsite support

 5. Quarterly visit and systems mainteannce check-up
 6. training on the installation, deployment, administration and management of the antivirus software to be scheduled

by MISS
  

DELIVERY PERIOD
 60 days from the date of receipt of Notice to Proceed.
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MODE OF PAYMENT:
 Lump Sum. Upon delivery of software licenses certificate and complete installer media.

  
VENDOR REQUIREMENTS

 1. Vendor must have at least five (5) years existence in IT business
 2. Vendor must be a certified partner for the product being offered

 3. Vendor must have at least three (3) certified engineers for the product being offered.
 4. Vendor must be actively registered in the PhilGEPS

 5. Must have completed similar project in the last three (3) years
 6. Must have completed single similar contract amounting to at least 50% of the ABC

 7. Joint venture is not allowed

Line Items

Item No. Product/Service
Name Description Quantity UOM Budget (PHP)

1 RENEWAL OF ANTI
VIRUS SOFTWARE
LICENSES
SUPPORT FO

RENEWAL OF ANTI VIRUS SOFTWARE
LICENSES SUPPORT FOR THE VIRUS
PROTECTION OF COMPUTER ASSETS OF
THE BUREAU OF THE TREASURY

1 Lot 791,648.00

Created by Mr. Clarence Bolante Bunan

Date Created 04/05/2018

  
The PhilGEPS team is not responsible for any typographical errors or misinformation presented in the system.
PhilGEPS only displays information provided for by its clients, and any queries regarding the postings should be
directed to the contact person/s of the concerned party.
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